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Abstract: This study investigates the experiences and perceptions of individuals regarding 

cyberbullying, focusing on reporting practices, actions taken after reporting, and the perceived 

effectiveness of institutional responses in schools, workplaces, and online platforms. Using 

ANOVA analysis, no significant differences were found across demographic groups concerning 

these variables. The findings suggest a pervasive lack of reporting, minimal follow-up actions, 

and general dissatisfaction with institutional efforts to address cyberbullying. These results 

highlight the need for stronger intervention strategies, improved reporting mechanisms, and 

enhanced awareness to foster safer digital environments. Future research should focus on the 

barriers to reporting and explore how different cultural and contextual factors influence 

perceptions of cyberbullying and institutional responses. The global significance of addressing 

cyberbullying lies in its potential to improve mental health and digital safety across diverse 

populations, contributing to a more secure online experience for all. 
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INTRODUCTION 

The collection of studies presented explores a wide array of contemporary issues that span 

education, technology, business ethics, tourism, and digital interactions. These studies 

contribute significantly to their respective fields by offering fresh insights into how various 

societal sectors are respond into evolving challenges and opportunities. 
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In the field of education, Boyland et al. (2016) highlight the importance of school 

leadership in creating supportive environments for LGBTQ students. They argue that principals 

can play a pivotal role in promoting inclusivity and ensuring that LGBTQ students feel safe and 

accepted within schools. The study emphasizes the need for school leaders to be proactive in 

addressing the unique challenges faced by LGBTQ students, calling for stronger policies, 

training, and practices to foster equality and safety. This work contributes to the ongoing 

dialogue about the role of leadership in shaping inclusive educational spaces. 

Ciuchita et al. (2022) focus on user-created communication (UCC) in service contexts, 

examining how digital affordances such as interactivity, visibility, and anonymity influence user 

behavior and communication in online services. The study demonstrates that these affordances 

can empower users to participate in co-creating value but also present challenges related to user 

engagement and privacy concerns. Their research underscores the importance of understanding 

how technological affordances can shape the way users communicate and engage with service 

providers, offering valuable insights for businesses looking to enhance customer interaction and 

service quality. 

In a study on ethics in computing, Gordon et al. (2022) explore the ethical implications of 

computing technologies through a multi-stakeholder analysis. Their research presents a holistic 

view of computing ethics, addressing concerns raised by various stakeholders, including 

developers, users, and policymakers. This work highlights the complexity of ethical issues in 

the tech industry, emphasizing the need for comprehensive ethical guidelines and frameworks 

that can be applied across different sectors. Expanding on technology adoption, Khan et al. 

(2024) investigate the acceptance of mobile augmented reality apps in Pakistan, extending the 

mobile technology acceptance model to consider cultural and regional factors. This study 

highlights the growing potential of augmented reality technologies in developing countries, 

providing insights into how users perceive and engage with emerging digital tools. Their 

findings suggest that local context and user perceptions significantly impact the adoption of 

mobile technologies, which has implications for technology developers and marketers. 

The issue of technology-facilitated violence is explored by Makinde et al. (2021), who 

examine the nature of violence and abuse among young adults in Sub-Saharan Africa. Their 

research uncovers the prevalence of online abuse and its detrimental effects on young people, 

calling for better protections and awareness campaigns to address the growing issue of digital 

violence. This work contributes to the global conversation about online safety, particularly in 

regions with limited resources for combating such abuse. 

Kim (2023) examines corporate social responsibility (CSR) during the COVID-19 

pandemic, focusing on Korean global firms. The study explores how these companies adapted 

their CSR strategies in response to the pandemic and how stakeholder theory can explain these 

changes. The research offers valuable insights into the evolving role of CSR in times of crisis, 

emphasizing the need for companies to align their strategies with stakeholder expectations 

during challenging periods. Other studies in this collection address topics such as the framing 

of controversial CSR messages in the hospitality industry (Belarmino et al., 2024), the impact 

of social media on academic performance in Bangladesh (Chowdhury, 2024), the future of 

virtual spaces in tourism (Filimonau et al., 2024), and privacy concerns related to social 

networking sites (Handa et al., 2024). These studies collectively shed light on critical issues 

shaping digital interactions, business practices, and user experiences in the modern world. 

 

METHOD 

This research aims to explore the prevalence of cyberbullying among adolescents in 

Ahmedabad and its psychological and social impacts on victims. The study adopts a quantitative 

research approach, employing a structured questionnaire to gather data from a sample of 100 
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adolescents in the age group of 18 and above.. The methodology details the objectives, sampling 

procedure, data collection, and data analysis techniques employed in this research. 

 

Objectives 

 To analyze the forms and locations of cyberbullying experienced by individuals and 

examine whether these factors significantly influence the overall impact of 

cyberbullying. 

 To investigate the relationship between reporting cyberbullying incidents, the actions 

taken afterward, and perceptions of institutional effectiveness in addressing 

cyberbullying among different groups. 

 

Hypothesis: 

Ho1: There is no significant difference in the impact of cyberbullying based on the form it takes 

or the location where it occurs 

Ho2: There are no significant differences in the reporting of cyberbullying incidents, the actions 

taken after reporting, or perceptions of how well institutions address cyberbullying across 

different demographic groups. 

 

The sample size for this study on cyberbullying in Ahmedabad consists of 162 participants 

selected from various schools and colleges across Ahmedabad. The sample was using random 

sampling techniques to ensure a representative distribution of students from different 

backgrounds. This sample size is deemed sufficient to achieve meaningful statistical analysis 

while maintaining manageability for data collection and analysis within the study's scope. 

The data for this study on cyberbullying among adolescents in Ahmedabad collected using 

a structured questionnaire. The questionnaire will consist of closed-ended questions and Likert-

scale items to capture detailed information about participants' experiences with cyberbullying. 

Key areas of focus will include the frequency and nature of cyberbullying incidents, platforms 

where these incidents occur (such as social media or messaging apps), and the emotional and 

psychological effects of cyberbullying. Additionally, questions will explore participants' 

awareness of resources available for addressing and responding to cyberbullying incidents. 

The participants, 162 adolescents was through a random sampling method from various 

schools and colleges in Ahmedabad. The questionnaire will be distributed both in physical form 

in schools and through online platforms to ensure broad and diverse participation. This mixed-

mode of distribution will help improve response rates and ensure that the data is collected 

efficiently. 

The data collection process will adhere to strict ethical guidelines, ensuring participants' 

confidentiality and anonymity. Informed consent will be obtained from both the participants 

and, where necessary, their guardians. The data collection is planned to take place over a four-

week period, allowing adequate time to gather a representative sample of responses while 

ensuring the quality of the collected data. 

 

RESULT AND DISCUSSION 

The table provides detailed demographic insights into the participants of the study, 

covering age, gender, and occupation. The age distribution shows that the majority of 

respondents, 60.7%, are between 18 and 21 years old, indicating that most participants belong 

to a younger demographic. A smaller portion, 19.6%, falls into the 21-25 age range, while 15.3% 

are between 25-30 years. Only 4.3% of participants are over 30, highlighting a predominantly 

youthful population. 
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Table 1: Demographic Profile of Respondents 

   Particular  Frequencies   Percentage   

Age 18-21 Years 99 60.7 

  21-25 Years 32 19.6 

  25-30 Years  25 15.3 

  30 Above Years 6 4.3 

  Total 162 100 

Gender Male 76 47.2 

  Female 86 52.8 

  Total 162 100 

Occupation Student 76 47.2 

  Private 

Emplyoee 

42 25.8 

  Government 

Employee 

32 19.6 

  Self Employed 12 7.4 

  Total 162 100 

[Sources: SPSS View] 

 

In terms of gender, the participants are relatively balanced, with females making up 52.8% 

of the sample and males comprising 47.2%. This slight female majority provides a near-equal 

representation of both genders, ensuring a balanced perspective from different gender groups in 

the study. Regarding occupation, nearly half of the participants (47.2%) are students, reflecting 

a strong presence of individuals in the early stages of their academic or professional journeys. 

Private employees make up 25.8% of the sample, while 19.6% of respondents are government 

employees. A smaller group, 7.4%, is self-employed, showing that the study population includes 

individuals from various employment backgrounds, with students forming the largest segment. 

This distribution provides a broad view of experiences from different professional and academic 

settings. 

 

Table 2: ANOVA Table 

ANOVA 

  Sum of 

Squares 

Df Mean 

Square 

F Sig.  

If you have 

experienced 

cyberbullying

, what form 

did it take? 

Between 

Groups 

5.572 3 1.857 3.223 .024 

Within 

Groups 

91.051 158 .576   

Total 96.623 161    

Where did 

the 

cyberbullying 

occur? 

Between 

Groups 

6.997 3 2.332 2.748 .045 

Within 

Groups 

133.251 157 .849   

Total 140.248 160    
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[Sources: SPSS View] 

 

The ANOVA table presents the results of an analysis examining two aspects of 

cyberbullying: the form it took and where it occurred. For the question, "If you have experienced 

cyberbullying, what form did it take?" the analysis shows a significant difference between the 

groups, as indicated by an F-value of 3.223 and a p-value of 0.024. This suggests that the 

different forms of cyberbullying experienced by respondents vary significantly across groups. 

The between-group variability has a sum of squares of 5.572, with a mean square of 1.857, while 

the within-group variability is reflected by a sum of squares of 91.051 and a mean square of 

0.576.  

For the question, "Where did the cyberbullying occur?" the ANOVA results also show a 

statistically significant difference between the groups, with an F-value of 2.748 and a p-value 

of 0.045. This indicates that there are significant differences in where the respondents 

experienced cyberbullying. The sum of squares between the groups is 6.997, and the mean 

square is 2.332, while the within-group sum of squares is 133.251, with a mean square of 0.849. 

These results suggest that both the form of cyberbullying and the platform on which it occurred 

differ significantly between groups. 

Table 3 : ANOVA Table 

ANOVA 

  Sum of 

Squares 

Df Mean 

Square 

F Sig.  

If you have 

experienced 

cyberbullying

, what form 

did it take? 

Between 

Groups 

.038 1 .038 .063 .803 

Within 

Groups 

96.586 160 .604     

Total 96.623 161       

Where did 

the 

cyberbullying 

occur? 

Between 

Groups 

.244 1 .244 .277 .600 

Within 

Groups 

140.005 159 .881     

Total 140.248 160       

[Sources: SPSS View] 

 

The table provides results from an ANOVA analysis examining the relationship between 

two specific variables related to cyberbullying: the form it took and the location where it 

occurred. For the question "If you have experienced cyberbullying, what form did it take?" the 

analysis reveals a Between Groups Sum of Squares of 0.038 with 1 degree of freedom (df) and 

a Mean Square of 0.038. The Within Groups Sum of Squares is 96.586 with 160 degrees of 

freedom, and the Mean Square is 0.604. The F-value for this comparison is 0.063 with a 

significance value (Sig.) of 0.803, indicating that there is no statistically significant difference 

between groups in terms of the form cyberbullying took. 

 

Similarly, for the question "Where did the cyberbullying occur?" the Between Groups 

Sum of Squares is 0.244 with 1 degree of freedom, and the Mean Square is 0.244. The Within 

Groups Sum of Squares is 140.005 with 159 degrees of freedom, and the Mean Square is 0.881. 

The F-value for this analysis is 0.277 with a significance value of 0.600, suggesting no 
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significant difference between groups regarding where the cyberbullying occurred. In both 

cases, the high p-values (greater than 0.05) indicate that neither the form nor the location of 

cyberbullying has a statistically significant impact when comparing the groups involved in the 

study. 

Table 4 : ANOVA Table 

ANOVA 

  Sum of 

Squares 

Df Mean 

Square 

F Sig.  

Did you 

report the 

cyberbully

ing 

incident? 

Between 

Groups 

.127 1 .127 .219 .640 

Within 

Groups 

92.318 160 .577     

Total 92.444 161       

What 

actions 

were taken 

after you 

reported 

the 

cyberbully

ing (if 

applicable)

? 

Between 

Groups 

1.747 1 1.74

7 

1.426 .234 

Within 

Groups 

196.062 160 1.22

5 

    

Total 197.809 161       

Do you feel 

schools, 

workplace

s, or online 

platforms 

are doing 

enough to 

address 

cyberbully

ing? 

Between 

Groups 

1.346 1 1.34

6 

1.383 .241 

Within 

Groups 

155.765 160 .974     

Total 157.111 161       

[Sources: SPSS View] 

 

The table presents the results of an ANOVA analysis that explores three specific questions 

related to the reporting of cyberbullying, the actions taken following the report, and perceptions 

of institutional responses to cyberbullying.  For the question, "Did you report the cyberbullying 

incident?", the Between Groups Sum of Squares is 0.127 with 1 degree of freedom, and the 

Within Groups Sum of Squares is 92.318 with 160 degrees of freedom. The F-value is 0.219, 

and the significance value (Sig.) is 0.640. This suggests no statistically significant difference 

between groups concerning whether the incident was reported, as the p-value is much higher 

than the typical threshold of 0.05. 

 

Regarding the question, "What actions were taken after you reported the cyberbullying (if 

applicable)?", the analysis shows a Between Groups Sum of Squares of 1.747 with 1 degree of 

freedom and a Within Groups Sum of Squares of 196.062 with 160 degrees of freedom. The F-
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value is 1.426, and the significance value is 0.234, which again indicates no significant 

difference between groups concerning actions taken after reporting. 

 

Finally, for the question, "Do you feel schools, workplaces, or online platforms are doing 

enough to address cyberbullying?", the Between Groups Sum of Squares is 1.346 with 1 degree 

of freedom, and the Within Groups Sum of Squares is 155.765 with 160 degrees of freedom. 

The F-value is 1.383, and the significance value is 0.241, showing no statistically significant 

difference between groups in their perceptions of institutional efforts to address cyberbullying. 

In all three cases, the p-values are above 0.05, indicating no significant differences in responses 

for any of the questions analyzed. 

 

Table 5 : ANOVA Table 

ANOVA 

  Sum of 

Squares 

Df Mean 

Square 

F Sig.  

Did you 

report the 

cyberbully

ing 

incident? 

Between 

Groups 

2.016 3 .672 1.174 .321 

Within 

Groups 

90.428 158 .572   

Total 92.444 161    

What 

actions 

were taken 

after you 

reported 

the 

cyberbully

ing (if 

applicable)

? 

Between 

Groups 

3.873 3 1.291 1.331 .266 

Within 

Groups 

153.238 158 .970   

Total 157.111 161    

Do you feel 

schools, 

workplace

s, or online 

platforms 

are doing 

enough to 

address 

cyberbully

ing? 

Between 

Groups 

.622 3 .207 .166 .919 

Within 

Groups 

197.186 158 1.248   

Total 197.809 161    

[Sources: SPSS View] 

 

The table presents the results of an ANOVA analysis investigating three questions related 

to the reporting of cyberbullying, the actions taken after reporting, and perceptions of 

institutional responses to cyberbullying. For the question, "Did you report the cyberbullying 

incident?", the analysis shows a Between Groups Sum of Squares of 2.016 across 3 degrees of 

freedom, with a Within Groups Sum of Squares of 90.428 over 158 degrees of freedom. The F-
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value is 1.174, with a significance (Sig.) value of 0.321, indicating that there is no statistically 

significant difference between groups in terms of whether individuals reported the cyberbullying 

incident. 

For the question, "What actions were taken after you reported the cyberbullying (if 

applicable)?", the Between Groups Sum of Squares is 0.622 across 3 degrees of freedom, with 

a Within Groups Sum of Squares of 197.186 over 158 degrees of freedom. The F-value is 0.166, 

with a significance value of 0.919, showing that no significant differences exist between groups 

concerning the actions taken after the incident was reported. 

Lastly, for the question, "Do you feel schools, workplaces, or online platforms are doing 

enough to address cyberbullying?", the Between Groups Sum of Squares is 3.873 across 3 

degrees of freedom, and the Within Groups Sum of Squares is 153.238 over 158 degrees of 

freedom. The F-value is 1.331, with a significance value of 0.266, indicating no significant 

group differences in perceptions of whether institutions are adequately addressing 

cyberbullying. In all cases, the significance values (p-values) are above the 0.05 threshold, 

suggesting that there are no meaningful differences in the responses to any of the questions 

based on the group comparisons. 

 

Discussion 

The results of this study provide valuable insights into the perceptions and experiences of 

individuals regarding cyberbullying, particularly in relation to reporting incidents, subsequent 

actions, and the effectiveness of institutional responses. The ANOVA analyses revealed no 

statistically significant differences across demographic groups concerning whether incidents 

were reported, the actions taken post-reporting, or perceptions of institutional adequacy in 

addressing cyberbullying. 

The lack of significant differences in reporting cyberbullying may indicate a pervasive 

culture of silence or stigma surrounding this issue, which has been documented in previous 

research. For instance, Kowalski et al. (2014) highlight that many victims of cyberbullying 

choose not to report their experiences due to fears of retaliation, disbelief, or a lack of faith in 

the effectiveness of institutional responses. This finding suggests that further efforts are needed 

to create safe and supportive environments where individuals feel empowered to report incidents 

without fear of negative consequences. 

Similarly, the study’s results regarding actions taken after reporting may reflect a gap in 

the support systems available to victims of cyberbullying. DeSmet et al. (2016) found that the 

effectiveness of intervention strategies in schools and workplaces is often limited by inadequate 

follow-up and a lack of clear procedures for addressing reported incidents. The findings from 

this study reinforce the notion that institutions may need to evaluate and improve their response 

mechanisms to ensure that victims receive appropriate support and that their reports lead to 

meaningful action. 

The perceptions of whether schools, workplaces, or online platforms are doing enough to 

address cyberbullying were also not significantly different among groups. This suggests a 

general discontent regarding institutional responses, echoing concerns raised by Pew Research 

Center (2018), which reported that many individuals feel that educational and workplace 

environments are not adequately equipped to deal with cyberbullying effectively. These findings 

emphasize the necessity for a proactive approach in developing comprehensive policies and 

practices aimed at combating cyberbullying and fostering a culture of awareness and support. 

In conclusion, the absence of significant differences across demographic groups highlights 

the urgent need for improved awareness, reporting mechanisms, and intervention strategies to 

address cyberbullying effectively. Future research should explore the barriers to reporting and 

the factors that contribute to the perception of institutional inadequacy in addressing this critical 
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issue. By understanding these dynamics, stakeholders can better tailor their efforts to create 

safer environments for all individuals impacted by cyberbullying.  

 

CONCLUSION 

In conclusion, this study underscores the significant challenges surrounding 

cyberbullying, particularly in the realms of reporting, responses, and perceptions of institutional 

effectiveness. The findings reveal a concerning lack of significant differences across 

demographic groups in relation to reporting incidents, actions taken post-reporting, and feelings 

about how well schools, workplaces, and online platforms address the issue. This lack of 

variance highlights a shared experience among individuals, suggesting that widespread barriers 

prevent effective reporting and meaningful institutional responses. The implications of these 

findings extend beyond the individual level, calling for a comprehensive reevaluation of policies 

and practices related to cyberbullying. Institutions must prioritize creating safe environments 

that encourage reporting and ensure that appropriate actions follow each incident. Additionally, 

training for educators, employers, and online platforms on recognizing and addressing 

cyberbullying is crucial in fostering a proactive culture of awareness and support. 

Future research should aim to explore the underlying factors that contribute to the silence 

surrounding cyberbullying incidents and the perceived inadequacy of institutional responses. 

Qualitative studies could provide deeper insights into the experiences of victims, while 

longitudinal research could assess the effectiveness of implemented strategies over time. 

Furthermore, examining cultural differences in perceptions and responses to cyberbullying 

across various global contexts would enrich the understanding of this issue and inform tailored 

interventions. 

The global impact of addressing cyberbullying is profound. As digital communication 

continues to evolve, understanding and mitigating the consequences of cyberbullying is 

essential for promoting mental well-being and fostering safe online environments. By 

prioritizing this issue, stakeholders can work collectively to create a world where individuals 

feel secure in their digital interactions, ultimately contributing to healthier communities and 

societies. 
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